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How valuable is the information to Awave, and what level of protection is needed?

Explanation of classifications:

A=serious B=considerable C=moderate D=none or negligible

Source Information
/type

Media
/Format
/Availability

Classification Owner Archive, 
how 
long

Measure  Checked, 
by who 
and when

Thinning, 
when

Evaluation 
of 
compliance
/Other 
information

Amazon S3 / 
Glacier

Offsite backup  Offsite backup  B CIO Until further 
notice

Control and 
thinning 
according to 
annual schedule 

Checked 
continously 

Thinning is done 
automatically

1 Password
Client informa
tion
Usernames
Passwords

Backup A CIO Until further 
notice

Control and 
thinning 
according to 
annual schedule

CIO monthly Ongoing 
(offboarding)

Managed through 
onboarding
/offboarding 
routines and 
according to annual 
schedule.

Microsoft 365
Email
Notes
Messages
Files
/documents
Client informa
tion
Supplier 
information
Awave’s 
additional in-
formation

Backup A Each 
employee is 
responsible 
for their own 

work in 
Microsoft 365

Until further 
notice

Control and 
thinning 
according to 
information 
security routines

Ongoing, by each 
employee

Ongoing, 
according to 
information 
security routines

Local 
hardware 
/computer

Client informa
tion
Supplier 
information
Personal data
Programming 
code
Image 
material
Database

Backup B Each 
employee is 
responsible 
for their own 

work in 
Microsoft 365

Until further 
notice

Control and 
thinning 
according to 
information 
security routines

Ongoing, by each 
employee

Ongoing, 
according to 
information 
security routines
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